2. Overview

Thank you for using our monitoring software.

This manual is intended to allow users to make better use of our monitoring platform. The manual is divided into system installation, functional description &
frequently questions sections. Through the manual, you can leam how to use our monitoring platform.

2.1. Intellectual Property
Our company owns completely independent intellectual property of platforms and related products, without pemmission, no person or no company hawe the
rights to steal or copy our company's products or the documents information related to the product with any reason.

2.2. Main application

Network Monitoring of teller machines, bank tellers, supermarkets, factories, cafes, etc.
Providing care house, kindergartens, schools for remote monitoring senice

Intelligent Access Control System

Intelligent Building Management & Intelligent Community System

Electric power plants, telecommunications base stations & those unmanned systems
Outdoor equipment monitoring & management

Traffic control system of bridges, tunnels & intersection

Produce line monitoring, storage monitoring

24-hour monitoring of road traffic

Remote monitoring of forests, water sources & rivers resources

2.3. Technical Support and Services

If you encounter any technical problems, you can contact your local distributor. If your problem can not be resolved immediately, he will reflect the question to
our head office technical department to ensure your problem with the most rapid speed to deal. You can also try to resolwe it through the following ways:

1. Follow the software Help and download the latest version to upgrade.

2. In the company's website, find the answer of your question in FAQ page

3. Contact our company staff for customer senice through company website.



1. Quick Start
How to view the IP camera video on LAN?

Firstly, click “LAN’" button of the following picture 1, it will automatically display all local cameras’ ID. If it doesn’t display camera ID, right click at the blank
area and select “Refresh” to update (see picture 2), then all local cameras’ ID will be found on the list.
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Picture 1
button for a better solution.

How to view the IP camera video on WAN?
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Picture 2
Secondly, double click one ID of the LAN, you will view the video. If it shows “requesting camera video failure”, please check section 10.4 of “FAQ” on the help

Firstly, click “WAN” button, enter your “user name” and “password”, click “Login” to sign in the Intemet, see picture 3. Generally speaking, at the bottom or
back of every camera device it has a sticker that we have registered for you a user name and a default password 123456 already. If you don't have a user
name, please click “register” button (see picture 4) and define a user name and password by yourself, confirm to finish registration.

Forget password?

User name:
|ser name: Idemoa vl Isun
Password:

Password:

I******

[ auto login [ save passvwvord

s [l s

confirm passward:

I******

Email:

Isun@ 163.com

Reqister Cancel

T

Picture 3

Picture 4

Secondly, right click at the blank area of the WAN list. Choose “add camera” to enter your camera ID. To manage your camera for better security, please click
the 3rd button “camera management” of the program, shown as below picture 5, add your camera ID. At the back or bottom of every camera has a sticker, it
tells you this camera’s ID. The default password for management is 123456.

Camera management. | Server mansgement | video configuration | Alarm onfiguration |

Camera kst

View all the cesarss in this

Creste o group

Picture 5

Thirdly, double click the camera ID of the WAN for monitoring. ¥ Blue shows the camera is online; ™ red shows the video is being monitored; T grey shows



the camera is offline. See

Picture 6
Once you successfully use this software, please change your login password and management password (default: 123456) in case another people to monitor
your camera. For more function about how to use this software for monitoring, please click "help" button on the program, everything inside. It's not difficult. You
just pay a little time to check and you will leam how to use. Congratulations on your selection our high-tech IP cameral



10. WIFI SETTINGS

Make the WIFI IP camera device connected to the local LAN (the same LAN as your computer connected) by internet cable; it will make this IP camera device
can be found automatically in our client in the local LAN area.

For example as shown in below picture: the device ID is the WIFI IP camera we are going to set up.
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3. Select “Set WIFI connection” and will see the window as following pictures displayed:



—Iv Start WiFi setting
Metwork name (S5ID): 6 j Refresh I
Wireless security bype: IWPAZ—PSK ;I ‘WiFi Detail |
Data encryprion(C): IF\ES j
Password: I
+ DHCP
" Fixed IP
IP address: | 19z . 1s8 ., 0O , 54
Subnet mask: I 255 4 @8% o 285 . D
Gateway address: I %z . 188, 0 . |
Preferred DS server: I Bz . %80 . 128, B6
Alternate DNS server: I
Configuration successful the device will auto reboot, oK Cancel

1. Choose start wifi setting.
2. Choose your network name and click refresh.
3. Click Wifi detail to check your security type and choose it.

—Iv Start WiFi setting

Metwork name (SSI0): 6 | DSl j Refresh I
Wireless security bype: |WPA2—PSK ;I Wik Detail |
-

Data encryptioniD): I.c\ES J

Password: I
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Configuration successful,the device will auto reboot, oK | Cancel |

4. If your router with default encryption, you no need to change the data encryption solution. If you have changed the encryption of the router, you must
choose the same data encryption solution as before.
5. Input network password.

Note: After successfully connected wifi, it may can’t find the wifi device when refresh, If that, please kindly pull out the
Internet cable.



11. WAN Video server user manual
1. Access to the Intemet, as shown below:

® 41hooas
£l scao007
T mpd-TCL
9 sys007

2. Click the third button “Camera management”. It will popup with manage window as shown below:

Camera management | Server management I Video configuration I Alarm configuration I

rCamera list

|sys007 | Add camera

Delete camera

Change authentication

Change management passward

Change camera alias

Change LAN password

SO card recording configuration |

Metwork service provider |

Video Sharing+ |

—Permissions setking
Liser name | level | Add Permission |
Change Permission |

Delete Permission

Camera Management: here will list your own camera, the video senver only can record the IP camera which already exists in this list.
Sener Management: Click “Server Management”, it will show below window.



Camera management  Erver managament |'u'ide-: configuration | Alarm configuration I

— Serwver managemenk

Server ID I Server state | Size of spa add server |

Delete setver: |

Change management: passwordl

Transfer server |

< | H

—Space managemenkt

|ser name | Size of space (GE) | Add user; |

Change sige af space |

[elete user: |

1. Add sener

Input your sener name and password to add your own video sener.

After finished, it will show you the detail sener ID, sener status (online, offiine), memory size.
2. Remowe sener

Your system will delete this senver with all your information, including your previous video information.
3. Change management password

We suggest you to change the initialization code after you buy our IP camera.
4. Transfer serer

Transfer this senver to another user.

5. Add user

Allocated part of the video sener space to another user.

6. Change size of space

Modify user's space size.

7. Delete users

Delete this user who had shared the space size.

Video configuration: Click “Video configuration”, it will show below window.

1. Choose a video sener

2. Select the IP camera which you want to record, for example sys002.

3. Click “Add” to add this IP camera to the video sener.

4. Config record schedule, single video file size and so on.

5. Click “Apply”.

Carmera management I Server management  ¥ideo configuration | Alarm configuration

SErvEr IServ... ISizs . i
sys007 Addzz |

Glpars<e

L

Sunday Stark time | End time
Monday
Tuesday
wiednesday
Thursday
Friday
Sakurday

1 | &l

mi7es | add | cer |

& single video file size:

IEU ™ whether the audio record

ﬂ—| _’| Apply |




12. How to use video sever in LAN

Video Sewer in LAN: In the event of not being connected with WAN, to record the device in LAN by \video sever. Just only need to connect power supply and
network with video sever.
As shown below, video sener (hkmrs0) will appear in the LAN list by client

Right-click video sener, the menu will be shown as below.

Look up IP address (which means the video sener IP address)

Video Plan (set the video plan of device)

Search \ideo record (play back the video record)

Modify visiting password (the password in LAN)

Set Time Zone( Must set the work time in your current sener, when it run the first time, just need to choose 8th zone in China. )

3

e
Goary wideo recording
¥ideo plan
Bodify the accesz pazsm
Sel time rone
Confiperation

R RREL

byt
L

Click video plan, as shown below, let's call 1, 2, 3, 4, 5 (red number)

NO1. Choose camera ID

NO2. You can set any one day from Sunday to Saturday or any time period for a video recording.

NO3. Clicks add, you can choose any time period within one day for video recording.

NO4. Single video file size. A new file will automatically generate after a video file get to this size. Suggestion to set file size is less than 200.

After adding, click application to save the video sener settings of current device.



Camera ID |
41R00358 Stark time I End time
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Click on” Searching Video Recording”, as shown below:

NO.1. Camera ID: Choose the searched camera

NO.2. Searching: Click “Searching”, you can search the video recording of current device.
NO.3. Video recording of the device. Double click one record, and then playback is started.

Camera ID: |

Start tire: |

End time: [zoiz=
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|
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13.1 Regional alarm setting
Browsing the camera which you are going to set regional alarm, picture as below:

I huaj
® E100509
® camallog
® qes1046

g 41d0193
g 160005
0 2150868
31179
9 3351428
T 41hoos7
0 41h0077

Return  Liztsn Tkl - + Capture Record Moes..

click the icon- (move detection area) then choose ,set the alarm area you want, shown as below:

Alarm sensitivity:0 to 10

New detection area: max support 3 areas on the same picture
Clear all area: delete detection area

Apply: confirm the setting areas

Close: exit the setting

13.2 Local alarm pan setting

Click icon E#(setting), choose local alarm pan setting, shown as below:
Local alarm record: camera start to record or not

Local alarm capture: alarm capture time interval

Local alarm music:choose music when alarm






14 SD card
14.1 SD card setting
Right click ID, choose SD Card Configuration. Shown as below:

LAN
B hhenysoss

o —

& MPEG4/HEEA player
.. W-TPEG player

View all the cameraz in thisz |

Close all the video in this p
Create a group

Change the camers alias

Sat the IP addrass

Set WIFI conmection

Change camazh SAsTrord

Set the local video plan

Set time zone
Cameras restart

Eufrazh

1.Recording Configuration
2.SD using the information
(Tip: SD can not support hot swapping)

Recording Configuration 5D using the information 2
[ ¥ideo motion detection alarm recarding The katal capacity(M) : 0
[] External input alarm recarding The used capacity(M) - o
[ Skart automatic recording Remaining capacity (M) : ]
"] Recording coverage autamatically cycle * 3D can not support hok swapping
[] Woice recore | Recording pause !
Yidea partition size(M] : u [ Format socard | | ok [ | canel |

14.2 SD file download
Right click

download. Shown as

choose

camera

Lan
B hkenys055
o [
P E1 WMPEGA/MZBA player
3 El B=JFEG player

20 2k Wiew all the cameras in

Close all the wideo in

Craats & group

Change the camers alias
Set the IF address

Set WIFL connection
Change camers password
Set the local wideo plan

SD Card Configuration

Set time zone

Camera restart

Refresh

Click search to get SD file list
Double click to download the file you want, most support 3 download files at the same

below:

time.



Starttime:  |20125F 3208 =
Search Open download directory
Erd time: [zot2 2R208 =
(] | Skark time I File name I File size I Downloading I Comment I
2028 2012-03-19 14:13:09 20120319141309, hky .11
2029 2012-03-19 14:27:37 20120319142737 hkw 0,9001)
2030 2012-03-19 14:31:43 20120319143143 hky 20.03(M)
2031 20,05(M)
: o
2033 : 20120319155717 . hkw 4,41(M)
2034 2012-03-19 16:06:05 20120319160605, hkey 1.23(M)
2035 2012-03-19 16:10:50 20120319161050, hky 3.790M)
2036 2012-03-19 16:15:59 20120319161859. hky 20,03(M)
2037 2012-03-19 16:47:44 20120319164744 hlw 20.04{M)
2035 2012-03-19 17:16:32 20120319171632, hkew 20,04{M)
2039 2012-03-19 17:44:05 20120319174405, hkew 20.04(M)
2040 2012-03-19 18:11:28 20120319181128. hky 20.04{M)
2041 2012-03-19 15:35:49 20120319183849. hlew 20,04(M)
2042 2012-03-19 19:07:34 20120319190734 . hlw 20.05(M)
2043 2012-03-19 19:56:01 20120319193601 . hkw 20,05({M)
2044 2012-03-19 20:05:14 2012031920051, hke 20.04(M)
2045 2012-03-19 20:33:30 20120319203330. hky 20,05{M)
2046 2012-03-19 21:02:24 20120319210224 . hkew 20,05(M)
2047 2012-03-1921:33:51 20120319213351 . hky 20.07(M)
2045 2012-03-19 22:21:41 20120319222141 . hkw 20,07(M)
2049 2012-03-19 230931 20120319230931 . hkey 20,07(M)
2050 2012-03-19 23:57:37 20120319235737 hky 20.07(M)
2051 2012-03-20 00:45:35 20120320004535, hke 20,07(M)
2052 2012-03-2001:33:14 2012032001331 hly 20.06{M)
3 Presious Tk




3. Setup Wizard

3.1 Hardware Installation

Step one: Connect the cable
Plug the network cable into cable jack as pictures below, and then connect the other port with router.

Step two: Connect the power

Plug the power into power jack as pictures below, then the network light tumed on(if no light, please re-plug the power or cable, and check the router whether it
is ok)

."r' QC | .Ill
% PASSED /

e

3.2 Software Installation
Step one: Insert the accessory CD to CD-ROM and begin software installation.

Step two: After you finish installation, there will be a desktop shortcut.



4. Login Introduction

4.1. System Login

Click Monitoring shortcut to start the program,the IP camera ID will be automatically found in LAN, click WAN, in the login box, enter the user name and
password and you can sign in. Login user name and password is the sticker at the back or bottom of every IP CAM. If there is no user name sticker, please
click "register" to apply for a new one.

LEsEr name. Em . I
Password: |

Forget password?
M Adologn [~ Save password

Reten Listen  Talk - + Capture Record  More..

s CPU: 12%

Exit: if you want to close this software, click the Close button on the upper right comer and choose "yes".

L E Confirm exit?
L

[ es l [ Mo

4.2. Menu Instruction
In the upper left comer of the software has 8 buttons, from left to right are: Full screen, Setting, Camera management, Search, Change password, Log, Help &
Device notice.

A. Full screen: To make camera monitoring image display in full screen; click Exit Full Screen in the upper right comer to normal window.
B. Setting: You can do the relevant settings, for details please check Chapter 7.

C. Cameras management: You can manage and set authority access on your own camera, for details please check Chapter 8.

D. Search: You can search video, record, visitor, public camera and other information, for details please check Chapter 9.

E. Change Password: Modify login password, for details please check 3.3

F. Loa: History record user has cooperated on.



G. Help: If you encounter some problem, please go to help button to look for help.

H. Device notice: There will be a notice when publish a new edition & function.

4.3. Change Password

Login password can be amended, click "Change password" button, and enter the original login password and the new password.

Old login password:

I******

News login password:

I******

Verify:

I******

a4 Cancel




5. LAN Camera
LAN list will automatically display all the online video camera in LAN, and you can also create a group, browsing and do some setting.

5.1. LAN (Local Area Network) Camera browsing
Start monitoring software, it will automatically find the LAN list of all IP Camera on LAN. Double click the camera ID to monitor. To monitor cameras in LAN,
ou must enter the access password, and factory default password is "123456"; User can modify (check 4.3).

Access password:

I******

[ save password
oK Cancel

In the pop-up window, enter the correct access password. If you select save password, the next time when you visit, you do not need to re-enter your
password. Now you can start browsing.

5.2. Group Management
In the "LAN" column, right click the blank space below the camera ID, pop-up menu will show as below.

LAN

5 s1ho1oo
T asdipd

Eln SCannz2

& 41ho03s

Elf SCE0001

% SCE0002

Add remote camara

View all the camerss in this |
Cloze all the wides in thiz @

Crante a group

Group function in LAN
1. Add the groups: right-click menu, in the pop-up window, add groups and enter the group name you like.
If you want to delete a group you can right click the group name in the pop-up menu, click "Delete group” button.

GrouUp name:

Igrnup_narne

a4 Cancel

2. Add camera to the appropriate group: Select the camera ID, press and keep left button, drag the camera to the group, release the left mouse button.

5.3. LAN Camera Settings
All cameras can do relevant setting, right click the camera ID you want to set, on the pop-up menu click different setting.



LAN
® 31h0100

I-JFEG player
View all tha cemerss in th
Claze MPEGY/HIB4

Close M-TTEG

Close all the widee in tha

Create a group

Change the camera alias
Set the IF eddress

Set ¥IFL cornection
Change camera password
Set the local wideo plan

5D Card Configuration

fipen: camera

Open. casers FIE
Dlelete remete compra

Camera restart

Return  Listen alk - + Capture Record More. Refresh

Pop-up menu included: MPEG4 Player, M-JPEG player, modify the camera aliases, set the camera IP, change camera password, etc.

A. MPEGA4 player, M-JPEG player: you can choose the view mode when plays

B. Modify the camera aliases: Set a name that easy to remember for LAN camera.

C. Set the camera IP: be able to specify a particular LAN IP address to the camera, or automatically re-assigned IP address. Under normal circumstances, no
need to set.

(8)DHCP

(O Fixed IP
IP address: { 1927, 168
Subnet mask: 255 285 , 255
Gateway address; 192, 166
Preferred DS server: { A2, 96 , 128

Marc address: E'D':gd:b‘}:db:E;e:éZ

LAM part: { 5000~ 10000 3

Metwork operator \auto [
[ ol use the device in the LARN

Dievice Status
Login Successful

| a4 | | Cancel |

D. Modify access password: Modify local access password to prevent unauthorized access. Enter your old access password (default: 123456) and input a new
password.

Old password:

I******

New password:

I******

Verify:

I******

a4 Cancel




6. WAN Camera
WAN list will display all the online video camera in WAN and one can group, browse, modify & delete.

6.1. WAN Browsing
After successfully login monitoring software, the Intemet will be already displayed IP camera ID, double click the camera ID you can view the corresponding
video images. Click the video image, you can do related operation (see more details in Chapter 6) on all buttons.

Feturn  Listen Talk - + Caplure Record More,,

Note: T show the camera is online, you can monitor; T show the camera is not online, can not be monitored. T Show there is being monitored.

Feturn  Lizten Talk

Click the button Image setting on the right, there will display bar to adjust the brightness, you can adjust screen brightness, contrast and so on. This display
area is hidden under normal condition, need to click to show.



Feturn  Lizten Talk - + Caplire Record Moare,,

PTZ cameras can use PTZ control to adjust the camera's direction from top to bottom and from left to right. Click "PTZ Control" will appear PTZ control options.

6.2. Add WANIP camera
If you need to monitor another IP camera, for example the device of an agent in other city or foreign friend, you need to manually add their camera ID. On the
LAN list, right click the blank place below camera ID, you can create a group, add camera, visit all cameras in the group and so on.

¥iew all the cemeras in this

Create a group
Eemtpe & group

Chnnge the group nene

Return  Listen Talk - + Coptura Record More. .

0 1
Click Add camera, enter the remote camera ID, after add successful, double click the ID, you can begin remote monitoring directly.

Camera ID:

|41h0038

oK Cancel

6.3. Group Management

Group function in WAN

A. Create a group: check picture 5.2, right click menu, in the pop-up window, add groups and enter the group name you like.
If you want to delete group you can right click the group name in the pop-up menu, click "Delete group” button.

Sroup name:

Igrnup_name

a4 | Cancel

B. Add camera to the appropriate group: Select the camera ID, press and keep left button, drag the camera to the group, release the left mouse button.
6.4. WAN Camera Settings
All the cameras can do relevant setting, right click the camera ID you want to set, on the pop-up menu click different setting.



o MPEGA/H264 player
B-JPEG player
Cloze MPEGA/HEE4

Close M_JTEG

Add camere

Add own camers

Create a group

Change the cemeras alias
S0 Card query

Remove camera

Return  Listen  Talk - + Capture Record More,

Pop-up menu included: MPEG4 Player, M-JPEG player, modify the camera aliases & remove camera
A. MPEG4 player, M-JPEG player: you can choose the view mode when plays
B. Modify the camera aliases: Set a name that easy to remember for LAN camera.

Flease enker a new name:

|rename

a4 Cancel

C. Remowe IP camera: if you do not want to visit the specified device-related video, it can be deleted, click the "Remove camera”, in the pop-up window choose
"Yes" to delete.

confirm to delete the selected cameras (41H0033)7

2 1) & W




7. Video Monitoring
Video Monitoring function is included listen, video, capture, setting and close.

7.1. Function Menu
In the lower right comer of software has several functional buttons, from left to right are: listen, capture, talk, begin, record, setting & close. Click the different
buttons can do relevant setting. Details as below,

P

Optical zoom

bl Digital zoom

3]0

Aperture switch

Capture: you can take the screen photos or save while browsing the video image
Start the video: you can video or save while browsing the video image

Listen: you can hear cameras collection of wice while browsing the video
Speak: you can talk through pc microphone next to the person near camera
Setting the motion detective area

Lewel cruise start and stop

Vertical cruise start and stop

Move to the preset, make suneillance cameras to the specified preset position
Setting the preset, the current of the video shows corresponding preset position
Setting pan/tilt speed

Flip vertical

Mirror

Cruise line

Alarm logging

EENEIEEARAEES R E s

Parameter setting

7.2. \Video record

While browsing, you can video or take the screen photos, and can be saved in local computer.

Video: Click start record button in function menu, the system will begin recording, and sawe to the specified directory.

Capture: Click the capture button in the function menu, you can sawe the current video image as JPG format, and sawe to the specified directory which you
choose. (Please check Chapter 7 to notify the detail setting address).

7.3. Parameter Setting
Click the Settings button in menu, as shown below, you can adjust and set the camera parameters such as detection sensitivity.



Color space:
Sharpness;

4 L)
Exposure:;

4 ]
Videa quality:
Resolution:

F04x576 v

Data Rate(kB):

Alarm Management:

Blarrm sensitivity:

I alarm output level:

I0HREHLA

| onfoff indicator

Saturation:

4
Frame rate:

15

Rate

Brightness;
) |3 £
Caonkrask:

[ {5 b
Wideo Quality:  Frequency:
|Good | v NTSC(E0) ||
ZBR. il

+
7 ]

| Restore Defaults ||

Apply || oue |




8.0 Camera Management (i)
Click the upper left comer of the camera management buttons, pop-up the camera management interface includes: add camera, delete camera, change
authentication, change camera management password, change camera alias, transfer camera and Permissions setting.

Camera management |Server managemeant | Video configuration | Alarm configuration |

Camera list

spsoo | Add camera

Delete camera

Change authentication

Change camera alias

Change management passwordl

Change LAN password

50 card/recording configuration |

Mekwaork service provider |

Video Sharing+ |

—Permissions setking

User narme I levvel | Add Permission |

Chiange Fermission |

Delete Permission |

A. Add camera: You can add manage camera (for details please check 8.2).

B. Delete camera: Remowe the camera that is now being managed. Click delete camera, in the pop-up window, click "OK" to delete.

C. Change authentication: modify the authentication, set it to public or specify right to user (for details please see 8.3).

D. Change management password: In the pop-up window, enter the old password (default password: 123456), and input your new password, then management
password can be changed.

Camera ID:

FvsDD?

Mew password:
I***

Werify:

I:mmk

Ok Cancel

E. Change camera alias: set a name that you can easy to remember for the camera

Camera ID:

IsysDEl?

Camera alias:

Irename

oK Cancel

F. Permissions setting: Set the user's authorization level on the camera (for details please check 8.1).

8.1. Permission Management

Our IP camera default authority is private, others can not monitor. User must authorize others to view their own camera, need to modify the camera
authentication. Set it public (change authentication to set public) or give a permission to other users. Authentication Management — Add User, you can give
some user appropriate authentication.



User name:

I Search |

Set permission levels:

IND right

Lser name | User alias |

add Cancel |

8.2. Add camera with authorization

Click camera management, the camera ID which already installed will be displayed in the camera list. If you want to own the management of other cameras,
you must add the camera in the camera management first, enter the camera ID, the management password (default password: 123456), you can take an alias
and set the camera to the appropriate authentication.

Camera [0 Camera IO

IsysDEl2 isysDDZ

Management password: Management password;

|H==k=|=>k=|¢* |**=k=|=**

Camera alias: Camera alias:

Authentication bype: Authentication bype:

" Private & Question £ Puhlic £ Private £~ Question ' Public

Authentication question:

Authentication question:

Authentication answer :

Authentication answer =

Permission level:

Permission level:

IAIIDW watch

[allow watch and record
Allow watch, record and operator

IF\IIDW watch

Allows wakch and record
Allow wakch, record and operator

A. Private: camera default setting is privately owned, so other users can not view your device.
B. Question: you can set question to watch your camera online images by others, only the user who answered the question correctly have the rights to view.
C. Public: open to all, and you can set the appropriate permission to the public, you can set someone no rights or other level.

8.3. Change authentication
Change the access way to other people. Private means that other people can not browse video images; public means they can monitor; question means that
other people need to answer the question correctly then they can check. User also can set the appropriate authentication levels.

Camera ID: Camera ID:

IsysUD? IsysDU?

Authentication type: Authentication bype:

" Private (@ Question (" Public " Private (™ Question (% Public

Authentication question:

Authentication question:

Authentication answer:

Authentication answer:

Permission level:

Permission level:

|P.Ilow watch

Allows wakch and record
Allows waakch, record and operator

|.¢\Ilow watkch

Allovy watch and record
Allow wakch, record and operator




9. Search Function (&)
Search included search local video, search sever video, search sener alam, search visitors, online visitors and search public camera.
Search local video | Search cerver video | Search server alarm | Search vistors | Online vistors

Start time:
End time:
[]1he spechiedtine

CameraID  Start time End time: Status
41h0033 2011-12-,.. 2011-12-...
41h003s 2011-12-... 2011-12-...
41h0117 2011-11-... 201l1-11-...
41h0117 2011-11-... 2011-11-...
41h0117 2011-11-... 2011-11-...
41h0117 2011-11-... Z2011-11-...
41h0117 2011-11-... Z2011-11-...
41h0117 2011-11-... 2011-11-..,
41ho117 2011-11-... 2011-11-..,
41h0117 2011-11-...  2011-11-...
41h0117 2011-11-,.. 2011-11-...
41h0117 2010-11-... 20L11-11-...
41h0117 2011-11-... 20Ll1-11-..
41h0117 2010-11-.. 2011-11-..
41h0117 2011-11-... 2011-11-...
41h0117 2011-11-... 2011-11-...
41h0117 2011-11-... 2011-11-...
41h0117 2011-11-... Z2011-11-...

a1k 17 N1, L

£ >

Support for multi playback |1/2 ! ) I (& 2

9.1. Search Local Video
According to the searching result in local, the video record can playback by double click show as below:
Search local video }Seu'd'lmmwh:hl Search server alarm | Search vistors | Online wistors |

SCE0003 2012-01-10 11:27:21  2012-01-...
41h0100 2012-01-10 11:27:27  2012-01-...

4] | i
Support for rmult plavback [11 7] e | B 1L H AP o L 00:00:02{00:00:13

Note: Video playback support operation pause, slow, fast forward, drag the progress bar and so on
9.2. Search server video
According to search records in sener, user can double click the video record video playback, shown as below:



Search hocal video | Search server video | Search server alarm | Search vistors | Online vistors
Camera I: F351167 v
Start time:
End time:
[] The specified tine | Search
CameralD = Server Start time End time
4 >

Notes: The sener-related functions only can be used after opening the sener.

9.3. Search server alarm
When the device alarm occurs, the system will automatically be recording and sawe it to the sener. According to terms of search alarm, you can double click

the video record and playback, as below:
Search local video | Search server video | Search server slarm | Search vistors | Online vistors

Camera ID; 351167 hd
Start time:

End time:

] The specified time Search
Camera 1D Record  Time Event

L3 >

Notes: The sener-related functions only can be used after opening the sener.
9.4. Search visitors
Can specify the camera and search the \isitor during specified period, show as below:



Search local video | Search server video | Search server alarm Mmtmml

CameraID;  |sys007 =] ostettme: [12 110 ] endme: [0z 110 <]
I

Camera ID | User D | Start tme | End time [ informaticn
sys007 ] 2011-10-10 10¢.,, 2011-10-10 10:.., videoType
sys007 Ihsw 2011-09-29 15:.,, 2011-09-29 16:..,  videoType
sys007 & 2011-09-29 15:..,  2011-09-29 15:...  videoType
sys007 Ihsw 2011-09-2915:.,. 2011-09-29 15:.., videoType
syz007 & 2011-09-29 14:.,, 2011-09-29 14:.., videoType
Sys007 & 2011-09-29 14:... 2011-09-29 14:... videoType
sys007 E ] Z011-09-29 10:.,,  2010-09-29 10:,., videoType
sys007 a 2011-09-150%:... 2011-09-1509:.., wvideoType
sys007 bey 2011-09-14 14:.,,  2011-09-14 14:...  videoType
sys007 bey 2011-09-14 140, 2011-09-14 14:...  videoType
sys007 ey Z011-09-14 14:.,.  2011-09-14 14:... videoType
sys007 bey Z011-09-14 14:.,,  2011-09-14 14:..,  videoType
sys007 ab 2011-09-14 13:.,,  2011-09-14 13:.., videoType
sys007 by 2011-09-14 12:... 2011-09-14 13:... videoType
sys007 bey 2011-09-14 12:.,, 2011-09-14 12:... videoType
sys007 bey 2011-09-14 12:.,, 2011-09-14 12:.., videoType
sys007 ey 2011-09-14 105, 2011-09-14 12:..,  videoType
sys007 by 2001-09-14 11:...  2011-09-14 11:.., videoType
sys007 & 2011-09-14 10:.,.  2011-09-14 10:..,  videoType
sys007 [ 2011-09-14 10:..,  2011-09-14 10:...  videoType
sys007 ak 2011-09-14 10:.,,  2010-09-14 10:,.,  videoType

11 | Pravicass et |

9.5. Online Visitors
Search the visitors who are now browsing your camera, shown as below:
Search local video | Search server video | Search server alarm | Search vistors  Ornline vistars ]

PECTA | - o [ start tme |




A. FAQ(Frequently Asked Questions)

A1. Network Delayed seriously
Answer: because the video delay is related to IP Cam upstream speed, download speed & \ideo resolution. If you encounter this problem, please let our
technical senice know your IP Cam ID, under what circumstances you meet this problem, we can analyze and solw it. If the remote browser appears slowly,
you can put the resolution of the equipment transferred to QCIF (174X128), In general the speed will be faster. If this does not work, there may be problems with
the installations, or network problem or other season.

A.2. Network connector is too long
Answer: it's the similar question with above one, because the video network is break and no matter PC port or IPCAM port in this problem, it will lead to
terminal; once we have tested and 24 hours continuous line browsed in other place. If this problem happened again, please contact with our QA department.

A.3. Screen color is not very good
Answer: The color of the screen can be adjusted through the camera parameters. Our parameters are in accordance with the factory default setting which may
not suitable for your environment.

A4. Light is not so strong
Answer: Brightness problem is related to the camera. Generally, contrast 4 and brightness 3 shows as appropriate, the specific parameters are related to the
environment, you can adjust by yourself.

A.5. If “The requesting Camera “sys005” mpeg video failure!”
Your problem is because your network environment assigned a wrong IP address to your camera device, there have 2 reasons caused.

1 '_\ The requesting camera "sys005" mpeq video Failure!
L

If you can’'t watch video on LAN, one reason might be, please check your IP camera device to see if you connect network cable & power supply correctly,
another network cable side must connect to your router or switch. It takes a few minutes for the camera to work, after that you can right click “refresh” to
check.

Another reason is your network exist 2 or 2 above DHCP sener. Normally most users just have 1 DHCP sener. With 1 DHCP sener, camera can work very
well, it can find device ID automatically on LAN, no need to set IP address.

But if your network has 2 or 2 above DHCP seners, hawe to set IP address.

A. Right click the camera ID, choose “Set the IP address”, shown as below.

LaN
& - 140153
=9 e
&z WPEGAZEA player

o< U-TPES player
View all the caserss im this group

Cleze all the video in thiz group
Craats & group

Changs the camars aliss

Zat TIFD connaction
Changs cwmern paszeord
Sar the leesd wideo plan

SD Card Comfiguration

Casara Feslart
Bafresh
B. At the window of “Change the camera IP”, you can check whether the camera’s IP address is in the same network segment as your computer’s or not. For

example, if your computer IP is 192.168.0.36, but your camera’s IP address is 192.168.1.34, then you hawe to change your camera IP address to
192.168.0.34.

(®) DHCP

{JFixed IP
IF address:
Subniet mask:
Gakteway address:

Preferred DNS server:

Mac address: |0:9d:b4idbiBee?
LAM pork: { 5000 ~ 10000 )
Metwark operator auto [l

] Only use the device in the LAN

Dievice Status
Login Successful

| OK || Cancel |

C. In the above window of “Change the camera IP”, you also need to check whether the camera’s gateway address is in the same as your computer's or not.



For example, if your computer's gateway address is 192.168.0.1, but your camera’s gateway address is 192.168.1.1, then you hawe to change your camera’s
gateway address to 192.168.0.1. After you finish setting, pls restart the program, and then the camera can work.

Hint/ clue:

How to know your own computer's IP and gateway address?

Click “Start”/ run, iniut “‘cmd” at the foIIowini window,
Run

Type the name of a program, folder, document, or
Internat resource, and Windows will open it for you,

Open: | EIE] -

= sl e |

At the “cmd” window, enter the letter “ipconfig”, then you will know your own computer's IP address and gateway address.
INDOWS\system3 2cmd  BEE

Ethernet adapter Local firea Connection:

Ethornet

wDocuments and

A.6. The video show abnormal after call the camera(screen black or blurred)
Download toinstallDirectX9.zip on the service website.
Or cancel 3D effect from setting option.

System | Monitor || Met || Local alarm plan |

‘When close main window

() Software minimized to the skakus bar (=) Exit Sofeware
Exit Sofewars

] Meed enquiry
Motify

(@) Show icon " Hide ican
30 Cpbion

! a0 toolbar

It will be effect after restart

Syshem upgrade

#! Automatic upgrade | Upgrade anline [

Set program language to

English w| It will be effect after restart

[ Ok [ | cancel |

A.7. Check your edition of your device
Right click to choose Setting IP address in LAN, shown the edition NO. as below in red circle



IF Address information

& DHCF:

" Fixed IP
IF address: |aszites s o sz
Subnet mask: |
Gateway address: I 3 B2 S T R |
Preferred DNS server: I 202 960 128 |, 66
Mar address: ID:Qd:b4:db:6e:32

LAH port: |_5m.3 { 5000 ~ 10000 )

Metwork operatar Iauto j

[ Gnby use the device in the LAM

Device Status
’7 Login Successful ‘

A8. Update DVR software

1) Create a new folder from the current U dish list, Put the update software in folder named dvrupgrade. (Tip: please delete
the obsolete file if exist)

2) Make U dish DVR is inserted into the corresponding USB port, and then connect DVR power and cable. DVR can automatic update
later. (Tip: update will need 3 or 4 minutes)

A9. Web notice the camera is private.
Web notice the camera is private, shown as below:

[ Boniter x|

] The camera is priwate, wou can not wateh.
LY

As shown problem please see help 8. camera management documentation. (please revise the default management password)

A.10. How to license
Please see help 8.1 authorization control from 8. camera namagement.

A11. Forget the user password

Please contact the supplier.

A12. Only use the device in the LAN

Right click the device and choose to set IP address in the LAN, shown as below picture in red circle, and then select the option only use the device in the
LAN.

IP Address information

“ D

" Fixed IP
IP address: |ise i6a s 0 .82
Subnet mask: |2ss 255 255, 0
Gateway address: I fag &8 ., 0 , 1
Preferred DS server: I 202 96 125 66
Mac address: |D:9d:b4:db:ﬁe:e2

LAN port: |5uon £ 5000 ~ 10000 )

Metwark operatar Iauto j

Only use the device in the LA

‘—Device Status ‘

Login Successful
OF I Cancel |

A.13. Set the video sharing
1) Click il setting and choose Video sharing+ ,shown as below:



:EE[QEEE..T.*?_[IEEETEH'I_“ Server management | Wideo configuration | Alarm corFiguration I

- Camera lisk
; &dd camera |
33s
3351179 Delete camera |
41h0055
4451077 Change authentication |
31dooos
g1doosz Change management passwordl
h3gz037
h3gz041 Change camera alias |
h3gz047
hkz03 Change LAM password |
ipc0005
test043 Shicardirecording configutatic-nl
Y¥T10041292
Y¥T10041332 Mebwork service provider |
Yideo Sharing+ |
Restart the device |
— Permissions sekking
|Jser name I lewvel I Add Permission |
Change Fermission |
Delete Permission |

1) Choose video sharing + , copy the Addressl and then you can through IE to browse the video from all parts of the country. Shown as below

¥ideo Sharing =]

Dievice 2150869 Channel |1 - I
ddress1(PC);

Address2{Mabile):
IBuiIding

Address3(Pictures):

IBuiIding

Share Description:

Start share Stop share

A.14. Remote restart the device
Click i@l setting to choose restart the device (Tip: when remote restart the device, please make sure the current device is connecting the web) Shown as
below:

i Camera management 4 Seryver management I Wideo configuration I Alarm configuration I

Restart the device

Cameta lisk
Add camera |

3351133
3351179 Delete camera |
41h00S5
4451077 Change authentication |
81do0os
a1donsz Change management passwordl
h3gz037
h3gz041 Change camera alias |
h3gz047
hkz03 Change LAN password |
ipc0005
test043 Strcard recardina configurationl
¥T10041292
¥T10041532 Mekwork service provider |

Yideo Sharing+ |

~ Permissions sekting

User name | lewvel | Add Permission |

Zhange Fermissiarn |

Delefe Permission |




A.15. Frequency problems in WIFI setting
a. Click refresh to get network name(WIFI SSID).
b. Long distance, or there are closed obstacles.
c. Network name(WIFI SSID)have blank space key. (Suggest removing the spaces)

A.16. How to know search visitors
Please see help 9.4 search visitors form 9. search function.
A.17. How to know search visitors on line
Please see help 9.5 visitors on line from 9. search function.
A.18. If “Add camera failed”, how to solve? And how to change the device management password?

1] Add camera "41HOOTE™ failed
LI

(Please note case-sensitive and correct with the ID No.)
a. Enter your usemame, password according to the label on the camera, click Camera management (i) .Shown as below:

Server management I Wideo configuration | Alarm configuration I

Camera lisk

Add camera

Delete camera

Change authentication

@Eﬂagement_p@

Change camera alias

Change LAN password

Shrcard recording configuration

Metwork service provider

Video Sharing+

Restart the device

— Permissions setting

|Jser name I level Add Permission |

Change Fermission |

Delate Fermission |

b. Choose the ID in the camera list and click Change management password.



